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Abstract— When the data rates in sensor networks are compa-
rable to the available channel bandwidth, traditional randomized
access schemes face the problem of emergy efficiency and
reduced throughput due to increased MAC collisions as well as
the problem of unfair data delivery. We argue that under such
conditions it s preferable to focus on techniques for scheduled
access, We present a Linear Programming formulation and
corresponding distributed TDMA-based scheduling algorithms to
provide max-min fair collision-free bandwidth allocation to 2ll
sources. We evaluate the performance of the proposed scheduled
flow technique using the Tossim/Nido network simulator for the
Berkeley Mote/TinyOS platform. Qur results show that under
high data rate conditions, the proposed scheme significanty
outperforms randomized access based schemes in terms of key
metrics such as faimess, energy efficiency, thronghput, and delay.
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I. INTROBUCTION

Since energy resources are scarce in sensor netwotks, it
is desirable to avoid collision and congestion events that can
result in wasted packet transmissions. In this paper we propose
a max-min fair bandwidth allocation scheme for scheduling
flows from multiple sensor sources to a sink, in conjunction
with a scheduled TDMA-based MAC that provides collision
and congestion aveidance.

Even though these networks may be idle during most of
the operation time when nothing significant occurs in the
environment, collisions are likely to be a serious issue in
sensor networks when events occur that trigger increased
sensing activity. Particularly in dense deployments, the data
rates during events are likely to be of the same order as the
available radio bandwidth. Even when individual reporting
rates are low (e.g. 1 packet per second), at high densities,
when there are several sources in the network, the combined
source rates can easily add up to a value comparable to the
available radic bandwidth.

Most of the prior work on medium access techniques for
sensor networks has focused on random access schemes based
on CSMA, e.g. the schemes proposed in [6] and the SMAC
scheme {7}, However such random access schemes are ill-
suited for conditions where data rates become comparable
to the available radio bandwidth. This is illustrated through
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Data Rate Low (-3 kbps) ; High (~5 kbps)
Tivery Ratio 1 0.06
Delay {ms) (%] 7%
ess/Maz-Min Ratio ~1 0.13
Energy () 10.86 42.9
TABLE 1

ILLUSTRATION OF THE PERFORMANCE DEGRADATION OF A
RANDOMIZED ACCESS $CHEME (CSMA WITH OVERHEARING
AVOIDANCE) AT HIGH DATA RATES.

some sample simulation results that we present in table I
for a representative CSMA protocol, in & scenaric where the
maximum radio bandwidth is 20kbps . We find that even at
moderate data rates, the performance of such arandom ized
MAC scheme deteriorates with respect to significant metrics
such as throughput, defay, energy efficiency and faimess. This
is due to the increased levels of contention and collision
experienced as the source rates increase with respect to the
available bandwidth. This observation mativates our effort to
examine alternativesolutions that would be suitable for the
moderate-to-high data rate conditions that would be typical in
large scale dense sensor networks during periods of increased
sensor activity,

Under high-data rate conditions, feedback-based conges-
tion control mechanisms are ons way to improve delivery
performance. Several recent studies have explored protocols
that provide adaptive congestion control, e.g. SPEED [3],
ESRT [4], and CODA [5]. What is common to these con-
gestion control techniques that differentiates them from the
work proposed in this paper is that they are all reactive,
and do not assume that the underlying source-sink traffic
has any regulat/predictable structure. Further, they all assume
an underlying MAC which is based on random access and
therefore susceptible to collisions. TRAMA [8] is a scheduled

- access scheme for WSN and has some similarities to the work

presented here. The key difference between TRAMA and our
work is that we focus explicitly on the issue of fairness for
long lived flows under high data rates in WSN and present the
scheduled access scheme to achieve this.

In this paper, we focus on applications where the flows
from sources to sink are relatively predictable and stable,

IThe complete detzils of the simulation setup are described later in the
paper,



Under these conditions, an alternative approach is structured
communication involving bandwidth allocation and scheduled
medium access. This shifts the emphasis from reactive conges-
tion control to proactive congestion and collision avoidance.
In allocating bandwidths to multiple sources, fairness is a key
concem. We use the noticn of max-min faimess as our metric
in this study.

The rest of the paper is organized as follows. In section II,
we formulate the problem of max-min fair flow scheduling
in sensor networks as a linear program, taking into account
interference between nearby nodes. In section II-B, we present
a distributed algorithm for aliccating the bandwidths in a max-
min fair manner that assumes & collision-free MAC layer. In
section II-C, we describe a distributed time-slot allocation
scheme to implement the collision-free MAC. The perfor-
mance of the proposed approach is evaluated with respect
to key metrics such as throughput, energy efficiency, delay
and faimess using Tossim/Nido simulations (based on the
Mote/TinyOS platform) in section [IE. We present concluding
comments in section IV,

II. MaX-MIN FAIRNESS IN SENSOR NETS

The basic notion of faimess is that of -equality. However
even if all the links are of equal capacity, the number of
" flows on different links might be different. In this case if we
allocate equal bandwidth to all flows there might be links
in which the bandwidth has not been utilized completely.
Thus flows passing this link can potentially achieve higher
bandwidth than other flows. A better metric therefore is the
notion of max-min faimess, which is defined as follows.
Let B = Ry, Rg, Rs,... Ry be av ector that represents the
rates allocated to the k sources, it is said to be a max-
min fair solution if for all other possible allocations R/,
min(R) > min(R'), where min(R) represents the minimum
rate allocated to any source in the allocation .

Max-min fairness is a well-studied concept that has been
extensively used to implement QoS through resource afloca-
tion in wired networks. However in the wireless domain there
has been very little work in this field, The most important
characteristic of a wireless network that makes it different
from a wired network is interference. In a wireless network,
because of the broadcast nature of radio communication, all
flows within a given radins range share the same medium and
even after using medium access schemes such as CSMA/CA
(RTS/CTS mechanism in 802.11) they suffer from the exposad
node problem. This is unlike wired networks in which flows
on different links do not interfere with each other. Thus while

in wired networks the resource constrdints correspond to the -

bandwidth available at each independent link, in wireless
networks the resource constraints correspond to the receiver
bandwidth at each node.

In the following section we formulate max-min fairness as
ali near programming problem for allocating bandwidths to
well-defined source-to-sink flows in wireless sensor networks.
We make the following assumptions: '

= All nodes have the same maximum receiver bandwidth
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+ There are multiple source nodes each of which is gen-
erating independent, uncorelated data to be routed to a
common sink without aggregation.

It is assumed that these flows are reasonably long-lived

(e.g. involving at least hundred-plus packets per source).

« Since al! flows are directed to a common sink, the nodes
involved in gencrating and routing these flows together

" form a routing tree. The routing tree is aSsumed to be
known (e.g. pre-determined through a routing algorithm
such as directed diffusion) before the resource allocation
is performed and does not change for the duration of the
flows 2 '

» The MAC is collision free. This implies that as long as
the combined data rate of every transmitter in any portion
of the wireless medium is within the available bandwidth
range there should be ne collision. We will justify this
assumption by designing & collision-free TDMA-based
MAC scheme in the following section.

Surprisingly, aside from [1] we're not aware of papers
that discuss max-min fair allocation of resources in a wireless
environment. Qur work differs from [1] primarily in that [1]
uses a token-based scheduling mechanism for arbitrary-pattern
stochastic traffic and assumes the existence of some MAC-
mechanism to handle interference without providing one. Cur
focus in this paper is to develop a distributed max-min fair
scheduling mechanism suited for continuous traffic on a data
gathering tree (particularly suitable for sensor networks) and
incorporate it with a time-slot based bandwidth allocation
scheme to guarantee collision-free traffic.

A. A linear programming approack to max-min fairness in
sensor networks

For all nodes i on the routing trec formed by the paths
connecting the various sources to the sink, we define the
following varisbles: B; is the maximum receiver bandwidth
of node i, By, ; which is the sum of the data rates in-coming
to ifrom its children; B, ; in the rate of data being sent by
node i to its parent node; Bpaise i is the sum of data rates from
all nodes that are within interference range of ¢ that are not
its children. Further, for all source nodes i on that routing tree
(which need not be all nodes on the tree), we define By, ; as
the rate of data generated by source 4. Let N represent the set
of all nodes in the routing tree, and let S € IV represent the set
of nodes on the routing tree that are source nodes. Then the
max-min fair resource allocation problem for a sensor network
data gathering tree can be formulated as follows:

max Bmin

8.5.  Bing+ Bouti + Buoisei S B¢ Vie N
Bouts = Bini + Bygeng vies )
Bowty = Bing ’ Vie N\ S
B_qcn.i 2 Bmin VieS

20therwise the algorithms we propose will need to be refreshed each time
the routing tree changes.



B. Distributed algorithm for max-min fair resource allocation

The above linear program can be solved in acom pletely
distributed, iterative manner within the network by a very
simple algorithm. At each round of this distributed algorithm,
source nodes that are not constrained increase their generated
data rate by a small incremental value e. Nodes become
constrained when the total bandwidth usage (the combination
of incoming data, generated data as well as interfering data
traffic) at those nodes is within ¢ of the total bandwidth
availeble per-node. Further,(a) all nodes that are in the subtree
below a constrained node become constrained and (b) all nodes
whose output traffic interferes at a constraint nede also become
constraint (since they cannot increase their rates without
causing constraint violations at the original constrained node),
These subtree and interfering nodes are notified that they
have become constrained through the propagation of constraint
messages from the corresponding original constrained node.
The algorithm terminates when all nodes on the routing tree
become constrained. The rate available to all sources at this
point is the allocated rate.

Theorem: The distributed algorithn described above
terminates with an sclution that is at most ¢ from the optimal
in terms of the minimum bandwidth allocated, and it requires
O(2) rounds to terminate,

Proof: We need only consider the first node ; that becomes
constrained. Say this occurs at round k. At this point all source
nodes on the routing tree have an equal source-bandwidth of
ke. Since all source nodes in the subtree routed at §; will
not increase their source-bandwidth beyond this point, and ail
other sources can never get less than this bandwidth (due to
monotonic property of this algorithm) the minimum bandwidth
in the final allocation produced by this algorithm is ke. There
is no possible solution in which any of the source nodes in
the subtree routed at é; could get a higher source bandwidth
than (k 4+ 1)e without either (i) violating the constraint at iy,
or (ii) lowering the bandwidth of data generated by one of the
other source nodes in the network. Thus the solution provided
by this algorithm is no more than ¢ away from the optimal
solution. If B is the total bandwidth available at each node,

thel; ke < B, henee the total pumber of rounds k < £ s

0(2). 0

C. Distributed algorithm for time-slot allpcation

While the above algorithm provides a bandwidth allocamn
to each source that is max-min fair, it assumes that there
exists some “ideal” collision-free MAC which can provide this
allocation exactly. We will how present a distributed time-slot
allocation (i.e. TDMA) algorithm that provides a realizable
bandwidth allocation that maintains the relative ratios of the
bandwidths allocated to different sources (though as we shall
see, inherent inefficiencies associated with time-slot allocation
will not necessarily allow the ideal allocation vector obtained
from the distributed MMF algorithm alone.)

The goal of the time slot allocation is to provide, in each
frame, T; slots for the data originating at each source i € 5,
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such that:

Ti = B!en,i
}: T E Bygen.i
JES jES
Say Ttotar is the total number of time slots allocated to att
nodes on the routing tree by the time-slot allocation algerithm,
Then the actual bandwidth experienced by a source node i in
this time-slot allocation wifl be

@

. T; .
Byens = i5——DBess 3

where the effective bandwidth B.,y is determined by the
packet size (in bits) and the size (in seconds) of each time
slot: Beyp= ;2& In gencral due to inefficiencies associated
with time slot aﬂocanon, it is the case that Tioqar = E T;,

and further depending the choice of the slot duration t,lot in
general B.rp < B, Therefore:

B 2 TiBess
gen,i = JES <1 4
Bgen,{ T'tataIBa ( )

The time slot allocation algorithm must avoid the hidden-
node terminal problem, by ensuring that a time slot allocated
to a node does not collide with that allocated to a node that
is 2 hops away that might interfere at the recipient of this
node’s communication. Also since wireless links are unreliable
in nature the receivers will have to send ACKs to the sender.

.Thus the receivers need to ensure that the time slot in which

the sender and receiver are exchanging any information, there
is no neighbor of the receiver who is receiving data. We
assume that at the start of the algorithm, the number of time
slots required by each source for its own data is known to
that source (obtained based on the max-min fair bandwidth
allocation to mainfain the same relative ratios as described
above), and that each node on the routing tree knows/calculates
the total number of slots it needs to send its own data as well
as to forward the data of all nodes below it on the tree.

The time slot allocation algorithm proceeds as follows.
All nodes in the tree are selected in turn using a breadth-
first traversal starting from the root node to ensure that the
required number of unique time slots are allocated to each of
their children. At each step, for each child, the parent node
cycles through afl possible slots sequentially, first asking all
its neighbors if any one of them has been allocated this time
slot or are receiving data from their children in this time slot.
It then asks the child node to whom the time slot is being
altocated to check with its one hop neighbors if this-time slot
has been allocated to themn. If the child node also verifies

" that this time slot is free, then the channel is allocated. If the

time slot is occupied, it increments and moves to the next
slot number. Using the above step a node allocates the desired
oumber of time slots for all its children. At the end of the
algorithm all podes in the network have chosen time slots
needed for their transmissions and the highest time slot number
is made known to the sink which broadcasts it to all nodes on
the routing tree. This suffices for all nodes to know the times
when they should transmit. An additfonal coordination step



Fig. 1. Flow chart for the distributed time slot allocation algorithm

between parents and children suffices to determine the times
when each node needs to be receiving from its children, All
other times nodes are guaranteed to be idle, and may choose to
go into sleep mode to save energy. Figure 1 shows a flowchart
for the distributed time slot algorithm.

Ifl. SIMULATIONS

We will refer to our implementation of the max-min fair
solution at the MAC layer as the MMF-TDMA scheme. In
our simulations we compare our scheme against two different
MAC schemes:

s Overhearing Avoidance MAC: This is similar to the MAC

~ used by S-MAC [7] to benchmark their simulations.
The implementation incorporates an RTS/CTS scheme to
solve the hidden terminal problem. In this scheme neigh-
bors go to sleep for the duration of data transfer when
they receivea CTS from any one of their neighboring
nodes.

« Pruned 802.11 MAC: This scheme is very similar to the
802.11 scheme. It incorporates the RTS/CTS mechanism
used by 802.11 for solving the hidden node problem.
However we have not implemerited the ACK’s in this
scheme (this design decision is common to all three
schemes). For our simulations we have assumed a noise
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Fig. 2. A 9 node topology used to run the simulation. The dashed
links represent the interference in the network. All links are assumed
to be bidirectional.

less channel since in a real world scenario the noisy
channel can always be made to appear more robust by
ACK’s.

The topology used for running our simulation is shown in
Figure 2. The topology is symmetric and the max-min solution
for this topology would thus be to allocate equal bandwidth
to all sources,

“All nodes except the sink are sources. Each source transmits
packets of size 40 bytes. Each experiment in the simulation
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Fig. 3. Contro! packet overhead vs source rate

consists of all sources generating packets at specified inter
arrival times { these inter arrival times are constant). An
experiment ends when the sink receives 5000 packets.

The simulator used was Nido (Tossim) [9] the tiny OS
simulator provided by UCB,The ability to run the actual nesC
code and the ability to provide bit level network simulation
that helps us understand the dynamics of packet level collision
better, was the motivation for uging this simulator.

The channel bandwidth provided by Nido is 20kbps. The
MMF-TDMA scheme implementation on Nido initially uses
the overhearing avoidance MAC to run the bandwidth alio-
cation algorithm and time slot allocation algorithms on the
nodes. Once these algorithms are complete the nodes use the
allocated time slot to actually transmit their data.

The metrics presented below help us to compare and eval-
uate the performance of these schemes. All the metrics have
been measured against combined source rates of all sources
in the topology. If each source is transmitting at rate z, the
combined source rate would be 8z (since we have 8 sources
in our topology).

Control Packet Overhead: The Figure 3 shows the number
of control packets that are required to be sent with increaging

- source rates. As can be seen the control overhead of the MMF-
TDMA scheme remains constant for all inter arrival times. The
reason for such a graph is that the only control overhead in the
MMF-TDMA scheme is during the bandwidth allocation and
time slot allocation algorithms. This would make the number
of control packets generated independent of the source rates.

Data Delivery Ratio: Figure 4 shows the data delivery
ratio for these schemes. This is the ratio of the number
of packets received at the sink (5000) to the number of
packets transmitted by the sources. The MMF-TDMA scheme
performs much better than the other two randomized MAC
schemes because there are no collisions in the MMF-TDMA
scheme. The data delivery ratio remains nearly 1 for a large
range. This implies that the there are mo collisions taking
place. However at much higher data rates, the data delivery
ratio for MMF-TDMA decreases. However,e ven in this range,
no collisions occur, since at high rates the excess packets
in MMF-TDMA are dropped at the source itself, avoiding
congestion and conserving energy in the process,
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Fig. 5. Sleep time ratio vs source rate

Sleep Time Ratios: As shown in Figure 5 the ratio of
the time when nodes are asleep to the total simulation time
is much higher for MMF-TDMA than that compared to the
overhearing avoidance MAC scheme. Since the nodes follow
a pre-conformed schedule of sleep cycles, the sleep times
are predetermined. On the other hand the overhearing MAC,
fails above a certain value of source{ 1.5Kbps). The graph for
the overhearing avoidance scheme warrants some explanation.
When the source rates are really low, neighboring nodes do not
hear too many CTS packets and hence cannot sleep too long
either. As the source rate increases there is a larger number
of CTS packets being heard by the neighbors and hence the
sleep ratio improves. However around t.5kbps this scheme
fails, when the network becomes congested. In the baseline
pruned 802.11 MAC case, none of the nodes sleep and hence
there is no plot representing this MAC on the graph.

Average Throughput: As seen in figure 6, the average
throughput (i.e. the incoming data rate at the sink) of the
MMF-TDMA is much better than either of the MAC schemes
when the source data rates are high. However the throughput
values of al! three schemes are comparable at lower data rates.

Max-Min Fairness: In figure 7, each point is plotted by
obtaining the ratio of the minimum throughput to maximum
throughput of all nodes for each source rate value. As can be
seen in figure 7, the MMF-TDMA scheme maintains this max-
min ratio close to 1 across all data rates, as promised. On the
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other hand the pruned 802.11 and the overhearing avoidance
scheme falter at high data rates although they may be able to
achieve this max-min ratio at the fower data rates, when there
is no congestion.

Average delay: Figure 8 shows the variation in delay as
the source data rates are varied. The Y-axis is in log scale.
The overhearing avoidance scheme performs quite poorly to
both the other schemes, Between .the MMF-TDMA scheme
and the pruned 802.11, at lower data rates, the pruned 802.11
outperforms the MMF-TDMA. However as the data rates
are increased, MMF-TDMA outperform the pruned 802.11
scheme by avoiding collisions. and maintaining a bandwidth
allocation mechanism that avoids congestion and reduces
delay.

Together these results show convincingly the benefits of
using our scheduled MMF-TDMA scheme, particularly at
moderate-to-high data rates.

IV. CONCLUSION

We have developed a linear programming formulation for
max-min fair scheduling of flows in sensor networks. We have
also presented a distributed iterative solution for this prob-
lem, which works with a TDMA-based bandwidth allocation
scheme to provide fair, collision-free access to bandwidth re-
sources for all sources. Through our Tossim/Nido simulations,
we have shown that under high data-rate conditions in sensor
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Fig. 8. Average delay vs source rate

networks, the use of such a scheduled access scheme can
provide very significant improvements over randomized access
schemes in terms of key metrics such as energy, fairness,
throughput, and delay.

Future topics related to this work would be to study the
scalability of the proposed algorithms and develop algorithms
that explicitly handle asymmetric/bidirectional links.
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